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Evolution ORM Assessment Sheet Reference Guide
Overview.  The Evolution ORM Assessment Sheet is a tool designed to allow trained ORM Assessors a means to evaluate the application of the ORM process to a unit, activity, or group-level evolution.  The trained ORM Assessors should use the specific grading criteria outlined below to assign a graded point value to each graded ORM task out of a maximum point value ranging from 5-25 points.  Although the tool is designed primarily for new or complex evolutions where either a deliberate or in-depth ORM risk assessment is prudent, the sheet can also be used for evaluating ORM process application during virtually any evolution by grading only those ORM tasks that apply or can be observed.  During an ORM Application Assessment, ORM Assessors should evaluate as many evolutions from as many functional areas as practicable to gather the best aggregate data regarding the unit/group ORM application.  During ORM Program Assessments, ORM Assessors really only need to evaluate between one and three evolutions to establish an application baseline.  The ORM Team Leader will collect and collate the evolution data into either an overall ORM Application or Program Assessment to debrief the unit, activity, or group commander.  In general, the more data from different types of evolutions, the better the assessment data.

Filling out the sheet.  First, ORM Assessors should write in the unit/group with vessel/squadron designation, assessor name and rank, evolution name and lead planner, and date/time of planned evolution execution in the blanks provided at the top of the sheet.  Next, assessors should observe the evolution and take notes looking for data for the 20 listed ORM tasks.  After the evolution is complete, assign and record a graded point value to each observed task in its respective “Pts.” column using the criteria outlined below, and annotate comments in the far right column or on the back side of the sheet, if necessary.  For those ORM tasks that did not apply or could not be observed for that evolution, the ORM Assessor will draw an “X” in the “Max.” column and write either “NA” or “NOB” in the respective “Pts.” column.  For example, an evolution where ORM task #1 is NA and ORM task #2 is graded as an 8 of 10 might look like:  
	Planning
	Max.
	Pts.
	Comments

	1
	Identified and incorporated lessons learned, best practices, ORM risk assessments or other data from previous or similar evolutions during planning.
	X    10
	 NA


	 

	2
	Involved operators from every functional area necessary to conduct the evolution in planning.
	10
	 8
	5 of 6 areas: no ENG Dept. 


Once all of the ORM tasks have been graded, the ORM Assessor will add up the total “Max.” points and total graded “Pts.” for only the graded tasks, and record the results in the “Maximum Possible” and “Evolution Score” columns at the bottom of the sheet.  If all ORM tasks were observed and applicable, the maximum possible point total is 250.  When filled in, an Evolution Score of 197 out of 230 (i.e., 20 total “Max.” points either “NA” or “NOB”) would look like:
	Maximum Possible  
	230
	197
	 Evolution Score


ORM tasks.  Although the evolution ORM tasks generally fall into one of five phases of an evolution (see “Grading Criteria” below), these phases are only guidelines to assist the ORM Assessor in looking for specific criteria for the ORM tasks that normally apply.  If an ORM task can be assessed during another phase, the assessor should do so.  If a planner wants preliminary feedback on their ORM task grades during assessment, the assessor should give immediate non-grade specific feedback once the phase is complete.  
Grading criteria.  ORM Assessors should use the following grading criteria when assigning “Pts.” grades to the 20 ORM tasks:
	Planning
	Max.
	Pts.
	Grading Criteria

	1
	Identified and incorporated lessons learned, best practices, ORM risk assessments or other data from previous or similar evolutions during planning.
	10
	0-10 pts

	Lessons learned, best practices, ORM risk assessments (required for new or complex evolutions), and/or other experiential data (e.g., mishap, hazard) identified & incorporated. 

	2
	Involved operators from every functional area necessary to conduct the evolution in planning.
	10
	1 pt

	For each 10% of total functional areas represented, rounded to the nearest 10% (e.g., 75% = 8 pts.). 

	3
	Conducted and documented a Deliberate or In-Depth ORM risk assessment during planning. 
	10
	0-5 pts
0-5 pts

	Conducted Deliberate or In-Depth risk assessment.
Documented and recorded risk assessment in usable format for future planners.

	4
	Conducted an operational analysis, identified hazard root causes and assessed for risk, devised controls, and prioritized resources based on residual risk.
	25
	0-5 pts
0-5 pts
0-5 pts
0-5 pts

0-5 pts
	Determined the specified & implied tasks and divided evolution into manageable segments/steps by either time sequence or functional area. 
Identified hazard root causes during each segment/ step vice symptoms for “why” behind a condition (e.g., “lack of adequate rest” vice “fatigue”).
Assessed each hazard for risk in terms of both probability and severity.
Determined risk controls for each hazard.

Prioritized resources and altered plans based on residual risk levels of identified hazards.

	5
	Weighed risks for benefits vs. costs, made risk decisions at the appropriate level, and accepted no unnecessary risks.
	15
	0-5 pts
0-5 pts

0-5 pts
	Residual risks weighed for benefits vs. costs. 
Cognizant authorities were communicated residual risks and made risk acceptance decisions.
No unnecessary risks were accepted.

	Briefing
	 
	 
	 

	6
	Participants from every functional area necessary to conduct the evolution attended the brief.
	10
	1 pt
	For each 10% of total functional areas represented, rounded to the nearest 10% (e.g., 75% = 8 pts.).

	7
	Briefed the specified and implied tasks of the evolution effectively.
	5
	0-5 pts


	Briefed all specified and implied tasks for the evolution.

	8
	Briefed all evolution participants of identified hazards, risk controls, residual risks, risk control supervision, and individual responsibilities effectively.
	25
	0-5 pts

0-5 pts

0-5 pts

0-5 pts

0-5 pts
	Briefed identified hazards to all participants.

Briefed risk controls to all participants.

Briefed residual risks to all participants.

Briefed risk control supervision responsibilities to all applicable participants.

Briefed individual responsibilities to all participants.

	 9
	Briefed "what's different today" hazards and controls effectively.
	10
	0-5 pts

0-5 pts
	Briefed “what’s different today” hazards.

Briefed risk controls to mitigate those hazards.

	10
	Explained how and when participants should communicate new hazards and recommend additional controls during the evolution.
	5
	0-5 pts


	Explained how/when/who should communicate new hazards and recommend implementing additional controls during the evolution.

	Execution
	 
	 
	 

	11
	Communicated changes to the briefed plan during execution effectively.
	10
	1 pt 
	For every 10% of changes to the plan communicated, received, and interpreted as sent, rounded to nearest 10% (i.e., 75% = 8 pts.). 

	12
	Assessed new hazards during execution for error potential, Balanced resources, Communicated risks and intentions, and took actions and monitored (Do & Debriefed) effectively.
	20
	0-5 pts

 0-5 pts

0-5 pts

0-5 pts


	Identified all new hazards with potential for error.

Allocated resources to deal with new hazards. 
Communicated risks and intentions for resources.

Took actions to mitigate new hazard risks and

directed specific participants to monitor the new hazards for change.

	13
	Made risk decisions to Balance resources and took actions (Do) for new hazards during execution at the appropriate level.
	10
	0-5 pts

0-5 pts
	New hazard risks were communicated to cognizant authority with responsibility for combat decisions.

Resources were allocated and actions taken to mitigate the new hazard risks by cognizant authority.

	14
	Completed the specified and implied tasks of the evolution successfully.
	5
	0-5 pts 
	Completed the specified and implied tasks of the evolution without any consequential errors.

	Debriefing
	 
	 
	 

	15
	Participants from every functional area necessary to conduct the evolution attended the debrief.
	10
	1 pt 
	For every 10% of functional areas represented, rounded to the nearest 10% (e.g., 75% = 8 pts.).

	16
	Debriefed the specified and implied tasks successes and failures effectively.
	10
	0-5 pts

0-5 pts
	Debriefed all specified & implied task successes.

Debriefed all specified & implied task failures.

	17
	Identified the root causes of the conditions that led to failures in the debrief.  
	20
	1 pt

1 pt
	For every 10% of execution failures identified, rounded to nearest 10% (e.g., 75% = 8 pts.).

For every 10% of condition root causes that led to failure determined (the “why” behind each failure), rounded to the nearest 10% (e.g., 75% = 8 pts.).

	18
	Identified and recommended actionable solutions to prevent future failures for this evolution.
	20
	1 pt

1 pt
	For every 10% of actionable solutions to prevent future failures identified, rounded to nearest 10% (e.g., 75% = 8 pts.).

For every 10% of actionable solutions to prevent future failures recommended to cognizant authority to enact, rounded to nearest 10% (e.g., 75% = 8 pts.). 

	Lessons Learned / Best Practices
	 
	 
	 

	19
	Retained ORM risk assessments, lessons learned, and/or best practices for this evolution in a centralized, readily accessible location at the unit/group.
	10
	0-5 pts

0-5 pts
	ORM risk assessments, lessons learned or best practices retained for this evolution at the unit.

Repository for storage is centralized and readily accessible to future planners for this evolution.

	20
	Shared ORM risk assessments, lessons learned, and/or best practices for this evolution with relevant external unit(s)/group(s).
	10
	0-10 pts
	ORM risk assessments, lessons learned or best practices transmitted via TRACS, message traffic, Safety Center website, or other feedback mechanism to all other relevant external units.


Data collection.  During an ORM Application or Program Assessment, an ORM Team Leader should collect all of the Evolution ORM Assessment Sheets from the trained ORM Assessors, collate the aggregate unit/group evolution data, and provide feedback to the unit/group commander on ORM process application strengths, weaknesses, and specific recommendations for improvement along with the assessed evolution grade sheets.   For an ORM Application Assessment, the data should be typed into the various “Evolution” sheets of the “ORM Application Assessment (NEW).xls” spreadsheet.  For an ORM Program Assessment, the data should be typed into the various “Evolution” sheets of the “ORM Program Assessment (NEW).xls” spreadsheet.
Terminology.  The following is a list of terms used in this reference guide:
Actionable solutions.  A solution that can be enacted and would likely prevent a 

particular failure from recurring.

Additional control.  See new control.
Appropriate level.   See cognizant authority.
Automation.  A type of resource that improves situational awareness or distributes 

operator workload.
Balance resources.  Allocate resources to manage risks through use of controls.
Centralized location.  A single storage location at the unit/group for operational 

planning of this type of evolution. 
Cognizant authority.  An operational commander who has the maturity and experience, 

the on-scene knowledge, the resources to mitigate risks, and has the responsibility 

and accountability for risk decisions in combat (i.e., superior with the authority).  
Complex evolution.  An evolution requiring the coordination of four or more functional 

entities either within or outside the unit/group (e.g., depts., other units, etc.).

Consequential error.  An error which leads to undesired consequences to property, 

personnel, or mission (e.g., mishap, personal injury, mission failure, etc.).

Control.  A mechanism that manages a risk.  Risk control options for each identified 
hazard generally fall into the following categories: engineering (e.g., design, 
tactics, weapons, personnel/material selection, etc.), administrative (e.g., 

instructions, SOPs, LOIs, ROE, SPINS, etc.), or personal protective equipment 

(PPE) (e.g., eye protection, ear protection, body armor, etc.).   Some 

administrative control option methods are accept (i.e., accept the hazard's risk), 

reject (i.e., do not accept the hazard's risk), avoid (i.e., minimize exposure/effects 

by different pathway), delay (i.e., postpone until another time where risk is less), 

benchmark (i.e., plagiarize a control from another entity... reinventing the wheel 

is not necessary), transfer (i.e., move hazard to another participant/asset), spread 

(i.e., diminish the hazard's risk by distributing it among multiple 

participants/assets), compensate (i.e., counterbalance the hazard with something 

that negates its effect), and/or reduce (i.e., limit the exposure to a particular 

hazard).  

Cumulative probability.  Summation of probabilities of all causation factors and their 

impact on participants (e.g., the more participants exposed to a hazard, the greater the cumulative probability of that hazard leading to a consequential error).
Deliberate risk assessment/ORM.  An application of all five steps of the ORM process 

during planning where hazards are identified and assessed for risks, risk control 

decisions are made, residual risks are determined, and resources are prioritized 

based on residual risk.  Usually the risk determination process involves the use of 

a risk assessment matrix or other means to assign a relative expression of risk.
Experiential data.  Data derived from past experience (i.e., mishap, hazard, pass-down).
Failure root cause.  The “why” behind the condition that led to a failure.
Functional area/entity.  An entity either internal or external to a unit/group that serves 
one or more specific functions necessary for the successful completion of the 
evolution mission (e.g., getting underway: may require NAV, OPS, ENG, CS, 

WEPS, DECK, and AIR departments).
Hazard.  A condition with the potential to cause personal injury or death, property 

damage, or mission degradation.  Also known as a “threat”.
Hazard assessment.  A process to determine risk for a hazard based on its possible loss 

in terms of probability and severity.  A hazard's severity should be determined 

from its impact on mission, people, and things (i.e., material, facilities, and 

environment).  A hazard's probability should be determined from the cumulative 

probability of all causation factors (e.g., more assets involved may increase 

overall exposure to a particular hazard).   Ideally, experiential data (i.e., 

hazard/mishap statistics) should be utilized during the hazard assessment process 

to assist in determining hazard probability.

Hazard root cause.  The specific causal factor behind a hazard (e.g., inadequate rest,  
hydration or food intake; insufficient rudder input or authority to counter Venturi 
forces; or personnel not adhering to proper ordnance arming procedures).
Hazard symptom.  An effect that can occur from one or more causal factors (e.g., 
fatigue, collision, explosion, etc.).  
Implied task.  A task that indirectly accompanies one or more specific tasks but are not 
definitively directed (e.g., implied tasks: get underway with no personnel 
casualties, no damage to the vessel, and minimal environmental impact).
In-Depth risk assessment/ORM.  An application of all five steps of the ORM process 

during planning where time is not generally a factor and an in-depth analysis of 

the evolution, its hazards and control options is possible.  As in the Deliberate ORM process, hazards are identified and assessed for risks, risk control decisions are made, residual risks are determined, and resources are prioritized based on residual risk.  Usually the risk determination process involves the use of a risk assessment matrix or other means to assign a relative expression of risk.
Inconsequential error.  An error which leads to an undesired state but is either caught 
before becoming consequential or not severe enough to lead to undesired 
consequences to property, personnel, or mission (e.g., missed radio call, being off 
course by a few degrees, near miss, etc.).
Manageable segment/step. A discrete portion of an evolution that can be separately 
analyzed for hazards specific to that segment/step.
New control.  A control not previously briefed or enacted.  Usually put in place for a 

new hazard.
New evolution.  An evolution not normally executed by the unit/group.

New hazard.  A hazard not previously briefed or identified.  Usually arises during 

the execution-phase of an evolution. 
Operational analysis.  A process to determine the specific and implied tasks of an 

evolution as well as the specific actions needed to complete the evolution.  Ideally,

the evolution should be broken down into distinct manageable segments based on

either their time sequence (i.e., discrete steps from beginning to end) or functional 
area (e.g., ASW, ASUW, AAW). 

Operator.  An individual who has the operational experience, technical expertise, and/or 
capability to accomplish one or more of the specific or implied tasks of an 
evolution.
ORM risk assessment.  A deliberate or in-depth planning process to proactively identify 
hazards, determine their risks, decide on control measures to mitigate the risks, 

determine the residual risks, and devise a way to supervise and monitor the 

hazards and controls for changes.  Minimally, this involves a list of hazards with 

their associated controls, residual risks, and risk control supervision 

responsibilities.  

ORM. 
Operational and off-duty risk management.

Participant.  An operator involved in the execution of an evolution.
Readily accessible.  Easily accessed by those who would conduct operational planning 

for this type of evolution. 
Relevant units/groups.  Those units/groups who would likely benefit from evolution 

feedback (i.e., lessons learned, best practices, or any other information).
Repository.  A place for storing, safekeeping or archiving lessons learned, best practices, 

ORM risk assessments, or other important information.
Residual risk.  An expression of loss in terms of probability and severity after control 
measures are applied.  Simply put, this is the hazard's post-control expression of 
risk (i.e., RAC or other expression of risk).
Resource.  A non-PPE control.  Includes policies, tactics, procedures, checklists, 

automation, briefings, external entities, knowledge, skills, and techniques. 
Risk Assessment Code (RAC).  A numerical expression of relative risk (e.g., RAC 1 = 

critical risk/threat, RAC 2 =  serious risk/threat, RAC 3 = moderate risk/threat, 

RAC 4 = minor risk/threat, and RAC 5 = negligible risk/threat).  See risk 

assessment matrix.

Risk assessment matrix.  A tool used to determine a relative expression of risk for a 
hazard by means of a matrix based on its severity and probability.  Typically, a
numerical risk assessment code (RAC) is assigned to each hazard to represent its 
relative risk (i.e., 1 = critical, 2 = serious, 3 = moderate, 4 = minor, and 5 = 
negligible).  For example:

	RISK ASSESSMENT MATRIX


	PROBABILITY



	
	A
	B
	C
	D

	
	Likely
	Probable
	May
	Unlikely

	S
E
V
E
R
I
T
Y

	I
	1
	1
	2
	3

	
	Death, 

Loss of Asset
	
	
	
	

	
	II
	1
	2
	3
	4

	
	Severe injury, Damage
	
	
	
	

	
	III
	2
	3
	4
	5

	
	Minor Injury, Damage
	
	
	
	

	
	IV
	3
	4
	5
	5

	
	Minimal 

Threat
	
	
	
	


Probability

A – Likely to occur immediately or within a short period of time.

B – Probably will occur in time.

C – May occur in time.

D – Unlikely to occur.

Severity

I – May cause death, loss of facility/asset, mission failure.

II – May cause severe injury, illness, property damage, severe mission degradation.

III – May cause minor injury, illness, property damage, minor mission degradation.

IV – Minimal threat, no mission degradation.   

Risk decision.  A determination of which risk controls to implement to mitigate or 

manage a particular risk.  During the risk decision process, a risk control options' 

effects should be considered before passing recommendations to the appropriate 

level for making risk decisions.  Risk control options' effects should be 

determined from their impact on probability of the hazard, impact on severity of 

the hazard, impact of the risk control cost (i.e., what's being sacrificed), and 

impact of them working with other controls (i.e., impedance vs. reinforcement).  

When cost effective, multiple risk control options (i.e., layered or overlapping 

controls) should be considered.  Risk control options should be chosen to enhance 

their impact on either probability and/or severity (e.g., goggle-use impacts on both 

probability and severity of eyes being injured) and chosen in the most mission 

supportive combination (i.e., when one set of controls is more supportive of the 

mission than another set with the same effect, choose the controls that support the 

mission).
Risk.  An expression of possible loss in terms of severity and probability.
Risk control.  See control.
Specified task.  A task that has been definitively directed by cognizant authority (e.g., 
specified task: get underway on this date).
Time Critical ORM.  A risk management process that is limited by time constraints, 
which precludes using a deliberate or in-depth approach.  The new Time Critical 
ORM process consists of four steps: Assess (your situation, your potential for 
error), Balance Resources (to prevent and trap errors), Communicate (risks and 
intentions), and Do & Debrief (take action and monitor for change).  ABCD is a 
helpful mnemonic in remembering the steps in the process.  Time critical risk 
management should be utilized for any risk decisions on implementing controls 
for assessing new hazards.  
Time sequence.  A sequence of steps from beginning to end.
Threat.  See hazard.
TRACS.  Total Risk Assessment and Control System for conducting, documenting, and 

retrieving ORM risk assessments.  TRACS link for those with PKI certificates can 

be found at: https://www2.cnap.navy.mil/Default.asp.
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